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Multiple Sound cards
I’ve got two M-Audio Delta 
1010LT cards that I want to 
make work together as one large 

card so I can have 16 audio ins on my 
machine. I’ve read several descriptions 
of how to do this, and some suggestions 
are just painful – requiring a patch and 
reinstallation of ALSA, for instance. I 
have also read that OSS does allow this, 
but I think that removing ALSA and in-
stalling OSS would be more problematic 
than practical.

I’m using an AMD 2.6GHz mother-
board, and have been using AGNULA, 
which gives me fewer xruns than any 
other of the multime-
dia distros I’ve 
tried, so I’ve stuck 

with it. I haven’t found a setting in the 
US that seems to give me fewer xruns 
than others, and I don’t understand why 
AGNULA would be so much better in 
this regard.

Is it possible with any of the newer 
versions of ALSA to do this without a 
complete uninstall, recompile, and rein-
stallation? I know that the second card 
will have to be slaved and connected to 
the first one via the SMPTE or Word 
Clock jacks. I need to find out how to get 
both of these cards working as one be-
cause I run a recording studio and need 
the extra inputs. Any suggestions?

In short, your question is an-
swered here: http://  www. 
 sound-man.  co.  uk/  linuxaudio/ 

 ice1712multi.  html. With this configura-
tion, you basically tell the ALSA-library 
which hardware inputs and which card 
to use for which (virtual) audio input for 
applications, and couple mixers so that 
the two cards behave like one. Because 
this is done via software, it is a timeshar-
ing-critical task, which explains why 
you are likely to get overruns/ underruns 
when not preparing your system espe-

cially for this 
purpose. Just 
tuning sys-
tem perfor-
mance and 
process 
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priorities is not enough. You will most 
likely need the real time kernel extension 
(http://  rt.  wiki.  kernel.  org/).

The reason why you had the best 
audio performance using the AGNULA 
Live CD may be related to the fact that 
they, too, used a kernel modified for 
real-time applications. Most “main-
stream” distributions do not (yet) feature 
this kernel patch because it is not part of 
the vanilla kernel, adds some overhead, 
and modifies a lot of internal stuff such 
as interrupt handling of devices. For 
real-time audio synthesizers and sound 
processing, it is can be essential to have 
this kernel extension, regardless of how 
fast the computer is otherwise.

Linux RAID
I have been searching for some 
solution on best practice in Soft-
ware RAID 1. I was planning on 

using Ubuntu Server 7.10. My first setup 
was with two disks. On both disks I con-
figured 500MB SWAP and the rest as 
RAID. I formatted the RAID to RAID 1 
and EXT 3 mount point /. So everything 
went on the RAID partition. It worked, 
but what is it worth if I can’t break it 
and still boot?

If I remove the second disk, I can’t 
boot at all. If I remove the first disk, I get 
BusyBox after a while. I did the test on 
VMware Workstation 6 to be sure I could 
do it, but with no luck. How can I set up 

RAID so I can be assured it will actu-
ally recover from a disaster?

A RAID 1 (mirroring) config-
uration is supposed to ensure 
that data is always stored in 

two independent places so that it is easy 
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to recover in the case of a hardware fail-
ure of one disk only. With some tricks, it 
is possible to use RAID 1 also for quick 
failover boot from the remaining “good” 
drive in single-drive mode, but it is not 
recommended to do this because you 
may fail to notice that you lost a drive 
(thus relying on a single hard drive 
again), and the goal of always running 
data duplication during normal opera-
tion is not guaranteed.

So, in case of a failure of one disk, the 
process would be to replace the defective 
disk by a good one and run the recovery 
procedure (i.e., starting disk replication 
to the new drive from the remaining 
drive). The last step can be done during 
normal operation in which the RAID 
array will run in “degraded” mode until 
data recovery is complete so there is no 
big downtime, and in some cases – pro-
vided that your hardware supports it – 
disks can even be replaced without a 
shutdown or reboot. What you asked 
for is really a “hot standby” storage that 
can, in case of failure, be used instead 
of the full array until you find time to 
 replace the defective disk. For this, either 
the raid or mount configuration needs 
to be changed – manually or by a boot 
script – in order to allow temporary 
 running with a single disk only.

For setting up RAID and changing its 
configuration, consider using mdadm. 

The administration shell you are 
dropped into in case of a disk failure 
should allow you to issue the mdadm 
commands necessary to take out a disk 
or repair an array. The commands de-
pend heavily on your disk configuration, 
so I cannot give you a good example 
here.

FTP Problem
I recently purchased the January 
2008 Linux Magazine, which in-
cluded the Fedora 8 DVD. I have 

successfully installed the operating sys-
tem on an IBM X230 eServer. I’m trying 
to set up an FTP server to allow access 
to useful files for users who are on the 
road. I installed ProFTPD (included on 
the Fedora 8 DVD) and opened the cor-
rect ports on the Linux server and my 
router. 

When I try to access the FTP server 
(FTP://  123.  100.  132.  164), it will ask for a 
user name and password, but it always 
fails, even with root as user. I have 
added users to the FTP group but still 
have no luck. I’m sure I’ve missed some-
thing simple.

Usually, configuring ProFTPD is 
quite straightforward. The prob-
lems you report seem to be re-

lated to a wrong authentication mecha-
nism or insufficient privileges for the 
ProFTPD server for changing user cre-
dentials or reading authentication data.

First, the ProFTPD server should be 
started by its init start script as root, and 
will drop privileges as necessary for each 
session:

sudo /etc/init.d/proftpd start

Failing to access the “root” account via 
FTP login is the default, secure behavior, 
otherwise it would allow anyone to 
probe for insecure root passwords. Plus, 
the password is transferred in plain text 
with unencrypted FTP. So, please use a 
different account for testing.

ProFTPD allows you to use different 
authentication mechanisms, and usually 
the Pluggable Authentication Module 
(PAM) is set as default. This means that 
the Unix login passwords set for each 
user are also used for FTP logins.

An exception is the “anonymous” or 
“ftp” user, which is kind of a “virtual” 
user with no password (the actual Unix 

account is locked, and only used for file 
owner and process ID). You can enable 
“anonymous” ftp access in /etc/ proftp/ 
proftpd.conf by uncommenting the sec-
tion shown in Listing 1, which should be 
part of the standard ProFTPD configura-
tion. After restarting ProFTPD, you 
should be able to access your ftp server 
with “anonymous” or “ftp” as the log-in 
name, and an arbitrary password 
(maybe containing an @).  n

Send your Linux questions to 
klaus@linux-magazine.  com.

Figure 1: RAID 1 with two disks (disk 0 and 

disk 1) over one logical volume A with all 

blocks replicated/ mirrored from drive 0 to 

drive 1.
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01  <Anonymous /home/ftp>

02    User          ftp

03    Group         nogroup

04    # We want clients to be able 
to login with "anonymous" as 
well as "ftp"

05    UserAlias     anonymous ftp

06    # Cosmetic changes, all 
files belongs to ftp user

07    DirFakeUser  on ftp

08    DirFakeGroup on ftp

09    RequireValidShell             
off

10    # Limit the maximum number 
of anonymous logins

11    MaxClients                    
10

12    # We want 'welcome.msg' 
displayed at login, and '.
message' displayed

13    # in each newly chdired 
directory.

14    DisplayLogin          
welcome.msg

15    DisplayChdir          
.message

16    # Limit WRITE everywhere in 
the anonymous chroot

17    <Directory *>

18      <Limit WRITE>

19        DenyAll

20      </Limit>

21    </Directory>

22  </Anonymous>

Listing 1: Enable 
Anonymous
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